
API Access Consent Agreement 

Effective Date: April 2025 

This API Access Consent Agreement ("Agreement") is entered into between the Client 
("Client", "you") and NoSlippageClub ("Company", "we", "us"), a legal entity incorporated 
offshore. By providing API access credentials to your cryptocurrency exchange accounts, 
you consent to the use of such access strictly in accordance with the terms set forth herein. 

 

1. Purpose 

1.1. The Client authorizes the Company to use API access keys to perform algorithmic 
trading activities, including but not limited to market-making, liquidity provision, and strategy 
execution, on designated cryptocurrency exchanges. 

1.2. The API keys may include permissions for reading balances, placing and canceling 
orders, accessing market data, and other trading-related functions. 

1.3. Under no circumstances shall the Client provide withdrawal or fund transfer 
permissions. 

 

2. Client Responsibilities 

2.1. The Client is solely responsible for generating API keys on the relevant exchange(s) and 
ensuring appropriate permission scopes are granted. 

2.2. The Client must transmit API keys securely and is responsible for their protection prior 
to transmission. 

2.3. The Client agrees to monitor API access and revoke permissions if security is 
compromised or upon termination of services. 

 

3. Company Responsibilities 

3.1. The Company will use the API keys solely for providing agreed services and will not 
misuse the access. 

3.2. The Company will implement reasonable technical and organizational measures to 
protect API credentials against unauthorized access. 

3.3. The Company will not share or disclose API credentials to third parties without the 
Client's prior written consent. 



 

4. Limitations and Liability 

4.1. The Company shall not be liable for losses or damages arising from exchange 
malfunctions, API failures, technical errors, or external cyber incidents. 

4.2. The Client acknowledges the inherent risks associated with API-based trading and 
assumes full responsibility for granting access. 

4.3. The Company is not responsible for any unauthorized use of API keys prior to receiving 
them securely. 

 

5. Termination 

5.1. Either party may terminate this Agreement by written notice at any time. 

5.2. Upon termination, the Client must promptly revoke API access, and the Company will 
immediately cease any trading activities and delete all API credentials. 

 

6. Governing Law 

This Agreement shall be governed by and construed in accordance with the laws of the 
jurisdiction of incorporation of the Company. Any disputes shall be subject to the exclusive 
jurisdiction of the competent courts of that jurisdiction. 

 

For any questions or concerns regarding this Agreement, please contact us at: 
info@noslippage.club 
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